
NCTC Prohibited Technologies Security Policy 
I acknowledge, as an employee of North Central Texas College, I may not install or operate 
prohibited applications or technologies on any personal device that is used to conduct state 
business. Prohibited Software/Applications/Developers include, but are not limited to: 
TikTok/Kaspersky/ByteDance Ltd./Tencent Holdings Ltd./Alipay/CamScanner/QQ 
Wallet/SHAREit/VMate/WeChat/WeChat Pay/WPS Office/Any subsidiary or affiliate of the listed 
entities. An employee found to have violated NCTC's Prohibited Technologies Security Policy may 
be subject to disciplinary action, including termination of employment. 

Governor Greg Abbott’s directive, December 7, 2022.  Details available at this 
link:  https://gov.texas.gov/news/post/governor-abbott-orders-aggressive-action-against-tiktok 

My signing my name below, I acknowledge that I have read and understand the IT policy, and 
agree to comply with the NCTC Prohibited Technologies Security Policy. 

Signature
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